
GDPR

Protect confidentiality, 
integrity and availability 
of information held  by

Barlows UK Ltd

Minimise the threat of 
accidental unauthorised 

or inappropriate access to 
the information held by 

Barlows UK Ltd

Minimise network exposure 
which may result in a 

compromise of network 
integrity, availability and 
confidentiality of system 

information resources

Minimise reputation 
exposure, which may 

result in loss, disclosure or 
corruption of sensitive 
information or breach 

confidentiality

To be 
reviewed and 

maintained

Brief Guide to Barlows UK Ltd GDPR Policy
General Data Protection Regulations 2018
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What does 
Barlows UK Ltd 

do with your 
information? 

We use it to 
maintain your 

relationship with 
us.

Health

Pension

Training Wages

Safety SAR

Right to be 
forgotten



What does
Barlows UK Ltd 

do with our customers  
information? 

We use it to 
maintain their 

relationship with 
us.

Shared with 
3rd Party

Do not use 
for 

marketing

Accountants

SAR

Right to be 
forgotten



Personally 
Identifiable 
Information

Name
Address

Phone number Place of work

Date of Birth Bank details Next of Kin N I Number



Laptops
Removable Storage

Mobile Phones
Tablets

Offsite Storage

Important & 
essential 

business tools

Only to be 
used by 

employees

Must be encrypted

Password must not 
be written down

Passwords are not 
to be shared

Passwords only to 
be used by 

intended user

Must be kept in 
the users 
possesion

Must be kept 
in a safe place

Are the 
responsibility 

of the 
employee

Must be password 
protected

Always lock the 
device when 

not in use

Offsite storage 
must be in the EU

Dropbox
Icloud

Google docs
are NOT based in 

the EU



Paper

Avoid written 
information

Must be 
securely 

destroyed

Information 
must not be 

accessible to a 
3rd party

Confidential 
Shredding

Job sheets left 
on display in a 

vehicle
Documents must 

not be left
 un-attended



Vehicle Tracking 
& Vehicle CCTV

Information is 
not to be 

disclosed to 3rd a 
party

Strictly for 
work related
information

Employee 
Home 

address



Personal 
Devices

Must not be 
used to process 

information

Employees Customers

Information must not be 
sent via
Message

Photo
Email

Suppliers



Verbal
Information can be 

passed verbally
Do not divulge 

sensitive information

Email
Information should not 

be passed outside of 
Barlows UK Ltd

Is the information 
required to be sent by 

email?

Information should only be 
emailed to 

Barlows-electrical.com
Barlowsuk.co.uk

Barlows.tech 

3rd Party
Messengers

Whatsapp
Must not be used

Facebook 
Must not be used

Icloud 
Must not be used

All other 3rd party 
messenger services 
must not be used



All security incidents actual 
or incidental must be 

reported to the
sheq@barlowsuk.co.uk

immediately
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